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Policy: POL-011  
Title: Privacy Policy 
Description: This Privacy Policy applies to all Personal Information received from individuals 

by Core, in any format. 

Our Commitment 
Core Consultants is committed to complying with applicable laws, regulations and mandatory 

government standards regarding the protection of Personal Information. 

Scope 
Core has policies and procedures in place that are designed to ensure compliance with the Privacy 

Act 1988 (the Privacy Act) and to ensure we adhere to the principles set out in the Privacy Act. 

The principles establish minimum standards in relation to the collection, holding, use, disclosure, 

management, access, correction and disposal of personal information about natural persons, 

including the employees. 

‘Personal information’ is defined under the Act as any information or an opinion about an identified 

individual, or an individual who is reasonably identifiable:  

 whether the information or opinion is true or not; and 

 whether the information or opinion is recorded in a material form or not. 

The legislation is designed to prevent organisations from retaining personal information that is not 

necessary for their functions or activities. Organisations are also prohibited from acting deceptively 

while collecting information, and in general, information should only be used for the purpose of which 

it was collected. 

General Privacy Principals 
This Policy is based on the following principles: 

Collection and Use of Personal Information 
From time to time, Core collects personal information about of employees (and their next of kin), 

clients, suppliers and others. We only collect the information we need to fulfil the purpose of collecting 

it. This information includes: 

 name and contact information of employees (and prospective employees), clients and 

potential clients, contacts, subscribers, suppliers, sub-contractors and potential sub-

contractors, research and event participants. 

 education, employment and work history of employees (and prospective employees) and sub-

contractors 

 bank account details of employees, sub-contractors and creditors 

 other data about individuals generally collected for research purposes. 

Core collects personal information in a fair, lawful, and not unreasonably intrusive manner. People 

about whom we collect personal information are informed of: 

 the name and details of the organisation collecting the data 

 the kinds of personal information that the organisation collects and holds 
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 the manner in which the organisation holds personal information 

 the purposes for which the data is collected 

 the fact that the person, including the employee can access the information on request 

 any law that requires the information to be collected. 

 We seek specific consent to collection, use and disclosure where this is not obvious or clearly 

implied at the point of collection. In particular, we always seek informed consent to collect 

information for research purposes. 

User Conduct and Disclosure 
Core will not use or disclose personal information for any purpose other than the primary purpose for 

which it was collected, unless the person has consented to further use or disclosure. At Core, we may 

collect information for a range of primary purposes including: 

 business administration (e.g. human resources, client and debtor management) 

 marketing (e.g. subscriber databases, client profiling or events management) 

 research (e.g. market research or social research). 

We may use or disclose information for a secondary purpose when the purpose is related to the 

primary purpose, or where the person would reasonably expect Core to use or disclose.  In all other 

circumstances, we seek consent prior to use or disclosure. 

In the unlikely event that personal information is disclosed to an overseas recipient, Core will take 

reasonable steps to ensure that the overseas recipient does not breach the Australian Privacy 

Principles. 

Data Integrity 
Core takes reasonable steps to ensure that the data we maintain is accurate, complete and up to 

date. We do this through designing good collection mechanisms (which may include data validation), 

providing training to staff collecting information, and through conducting audits and reviews of 

databases which hold personal information. 

Data Security 
Core takes reasonable steps to protect the information we hold from misuse, interference and loss, 

and from unauthorised access, modification or disclosure. We do this by securing our electronic 

storage systems via firewalls, off site data storage and password protection Our premises through 

secure entry. We also use lockable filing cabinets where personal information is held in hard copy. 

Openness and Consent 
Core informs the person on what type of information we hold and for what purposes, as well as how 

we collect, hold and disclose the information. We generally do this through the use of collection and 

consent statements at the point of collection. 
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Access and Correction 
Where Core holds information about an individual, including an employee, we allow the individual 

access to correct the information on request provided that the request is reasonable and not frivolous, 

and it would not intrude unreasonably upon the privacy, health or safety of another individual, public 

health or public safety, or relates to a commercially sensitive decision making process. 

Where we decide not to grant access under this policy, we provide a clear explanation for the 

decision. 

Sensitive Personal Information 
Core does not collect sensitive information about a person, unless legally required to do so.  This 

includes information relating to race, religion, political affiliation or union membership unless the 

person has consented or the information is required by law. 

Contact Information 
You can contact the Core Management Representative about any privacy issues by 

emailing ghurley@coreconsultants.com.au.  

 
 
 
 
 
 
 
 
Geoff Hurley     Josh Mitchell 
Managing Director     Director 
5th January 2021     5th January 2021 
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